FRAUD ALERT- COVID MEDICARE FRAUD
Medical profiles are a hot criminal commodity, fetching $60 to $70 on the black market compared with a dollar or two for Social Security numbers. The Department of Health and Human Services (HHS) has received over 1,500 fraud complaints tied to COVID-19.
1. Medicare will never contact you out of the blue in a phone call, email, text message or social media post. Unsolicited communications are a red flag.
2. Medicare will never ask you for your Medicare number (it already has it) or other sensitive data, such as a credit card number.
HOW TO PROTECT YOURSELF
Keep a script by the phone and use it to thwart the crooks: “I do not give out personal information in an unsolicited call."
If an unsolicited caller states it is your doctor's office, do due diligence and call the office using a phone number that you know is genuine. Don’t answer questions from a caller who says he or she is conducting a health survey and needs your Medicare or insurance number. Don’t provide medical or insurance information over the phone or in an email unless you initiated the communication.
Don’t jump on offers of free health services or products, especially if accompanied by a request for your Medicare or health plan number.
Carefully review EOBs, bills and other correspondence from insurers and medical providers. Get copies of your medical files if you believe you’ve been victimized, and act quickly to correct mistakes.
Check your credit reports.
File a police report, and give copies to your medical providers, insurers and the credit bureaus. It can help protect you if an identity thief starts using your information for fraud.
If you have a problem with your benefits, call 800-MEDICARE. If you haven't initiated a conversation with a Medicare representative, be wary if you get an unsolicited call from someone purporting to be from the program.
If you suspect COVID-19 health care fraud involving Medicare, immediately report it online or call 800-HHS-TIPS (800-447-8477).

